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| **C:\Users\n.moufarreh\Desktop\logo.png**  **Note d’information**  **DSI MATU** |
| **Recommandations et Astuces IT** |
| C&#39;est quoi une tentative d&#39;hameçonnage ?  **L’Hameçonnage (Phishing)**  **Vol de données :**  Vous recevez un message ou bien un appel inattendu, voire alarmant, d’une organisation connue et d’apparence officielle qui vous demande des informations personnelles ou bancaires ? Vous êtes peut être victime d’une attaque par hameçonnage (Phishing en anglais). !  Hameçonnage : Il est temps de sensibiliser sérieusement vos employés - ARS  Solutions affaires et technologies  **Comment réagir ?**   * Ne communiquez jamais des informations sensibles suite à un email ou un appel téléphonique * Au moindre doute contacté directement l’organisme concerné pour confirmation. * Contactez immédiatement le service IT * Faite opposition immédiate en cas d’informations bancaires * Changez immédiatement vos mots de passe divulgués   **But**  Voler des informations professionnelles ou personnelles (identité, adresses, mot de passe, données bancaires…) pour en faire un usage frauduleux.  **Technique**  Leurre envoyé via un faux message, SMS ou appel téléphonique.  **N.B : Nouvelle politique de complexité de mot de passe sera appliquée dans les jours avenir, un communiqué séparé vous sera envoyer avec les détails des instructions à suivre pour le renforcement de la sécurité des mots de passe.** |
| **Nouveautés et réalisations IT (mois de décembre)** |
| Projet 1 : une description high level  Projet 2 : une description high level  Projet 3 : une description High level |